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Synopsis

ISO/IEC 27001:2013 specifies the requirements for establishing, implementing, maintaining and
continually improving an information security management system within the context of the
organization. It also includes requirements for the assessment and treatment of information security
risks tailored to the needs of the organization. The requirements set out in ISO/IEC 27001:2013 are

generic and are intended to be applicable to all organizations, regardless of type, size or nature.

Book Information

Paperback: 36 pages

Publisher: Multiple. Distributed through American National Standards Institute (ANSI); 2 edition
(October 1, 2013)

Language: English

ISBN-10: 9267107178

ISBN-13: 978-9267107172

Product Dimensions: 8.2 x 0.1 x 10.5 inches

Shipping Weight: 4.8 ounces (View shipping rates and policies)

Average Customer Review: Be the first to review this item

Best Sellers Rank: #868,422 in Books (See Top 100 in Books) #8inA A Books > Engineering &
Transportation > Engineering > Reference > American National Standards Institute (ANSI)

Publications #187587 inA A Books > Textbooks

Download to continue reading...

ISO/IEC 27001:2013, Second Edition: Information technology - Security techniques - Information
security management systems - Requirements ISO/IEC 27002:2005, Information technology -
Security techniques - Code of practice for information security management (Redesignation of
ISO/IEC 17799:2005) ISO/IEC 27002:2013, Second Edition: Information technology Security
techniques Code of practice for information security controls ISO/IEC 27005:2011, Information
technology - Security techniques - Information security risk management ISO/IEC 20000-1:2011,
Information technology - Service management - Part 1: Service management system requirements
ISO/IEC 11770-2:1996, Information technology - Security techniques - Key management - Part 2:
Mechanisms using symmetric techniques ISO/IEC 20000-2:2012, Information technology - Service
management - Part 2: Guidance on the application of service management systems Fundamentals
Of Information Systems Security (Information Systems Security & Assurance) - Standalone book

(Jones & Bartlett Learning Information Systems Security & Assurance) ISO/IEC 18033-2:2006,


http://privateebooks.com/en-us/read-book/2ODmJ/iso-iec-27001-2013-second-edition-information-technology-security-techniques-information-security-management-systems-requirements.pdf?r=6WYWemRVb8ilnqvZQx12pFGJJi%2FPhNSLpbm%2BLKAH%2BNs%3D

Information technology - Security techniques - Encryption algorithms - Part 2: Asymmetric ciphers
Iso/lec 19770-1:2012, Information technology - Software asset management - Part 1: Processes
and tiered assessment of conformance ISO/IEC 17025:2005, General requirements for the
competence of testing and calibration laboratories ISO/IEC 17020:2012, Conformity assessment -
Requirements for the operation of various types of bodies performing inspection ISO/IEC
38500:2008, Corporate governance of information technology ISO/IEC 31010:2009, Risk
management - Risk assessment techniques ISO 9001:2015, Fifth Edition: Quality management
systems - Requirements 1ISO 13485:2016, Third Edition: Medical devices - Quality management
systems - Requirements for regulatory purposes ISO 14001:2015, Third Edition: Environmental
management systems - Requirements with guidance for use ISO 37001:2016, First Edition:
Anti-bribery management systems - Requirements with guidance for use IEC 61511-1 Ed. 1.0
b:2003, Functional safety - Safety instrumented systems for the process industry sector - Part 1:
Framework, definitions, system, hardware and software requirements ISO 9001:2008, Quality

management systems - Requirements


https://lynda-mcmanis.firebaseapp.com/contact.html
https://lynda-mcmanis.firebaseapp.com/dmca.html
https://lynda-mcmanis.firebaseapp.com/privacy-policy.html
https://lynda-mcmanis.firebaseapp.com/faq.html

